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A. Scope

	The IT Service Management System of Raya Data Center in Egypt supporting the provision of Managed Hosting, 

Co-Location, Cloud Computing, Disaster Recovery and IT Outsourcing Services to the external customers in accordance with the service catalogue. 


This policy applies to employees, contractors, consultants, temporaries, and other workers at Raya, including all personnel affiliated with third parties. This policy applies to all systems and services that are owned by, operated by, or leased by Raya Data Center (RDC).
Due to the nature of the company the following ISO requirements are excluded from the scope:

· 7.1.5 Monitoring and Measuring Resources

RDC offers services. There is no monitoring and measuring resources. The monitoring is to  be done using Software programs. This clause is not applied for RDC.
· 8.3 Design and development

RDC offers services. There are no product design and development included, the requirements of this clause and its sub clauses couldn’t be applied for RDC offered services
· 8.5.2 Identification and traceability
RDC offers services. The requirements of this clause couldn’t be applied for RDC offered services

· 8.5.4 Preservation

RDC offers services. The requirements of this clause couldn’t be applied for RDC offered services

B. Policy 

RDC’ quality policy is to achieve sustained, profitable growth by providing services which consistently satisfy the needs and expectations of its customers. 

The aimed quality level is achieved through adoption of a system of procedures that reflect the competence of RDC to existing customers, potential customers, and independent auditing authorities. 
Achievement of this policy involves all staff, who is individually responsible for the quality of their work, resulting in a continually improving working environment for all. This policy is provided and explained to each employee by the Quality Manager. 

To achieve and maintain the required level of assurance the CEO retains responsibility for the Quality System with routine operation controlled by the Quality Manager. 
The objectives of the Quality Assurance System are driven from the company objectives as follow: 

a) To maintain an effective Quality Assurance System complying with the   International Standard ISO 9001 (Quality Systems)
b) To achieve and maintain a level of quality which enhances the Company's reputation with customers
c) To ensure compliance with relevant statutory and safety requirements
d) To comply with requirements and continually improve the effectiveness of the quality management system
e) To maximize customer satisfaction with the services provided by Raya Data Center by ensuring that customer requirements are determined and are met.
The quality management objectives have been driven from RDC objectives and to be reviewed annually to ensure continual compatibility with the RDC objectives. The quality manager should establish appropriate communication processes and ensure that communication takes place regarding the effectiveness of the quality management system within the organization.
The following is RDC plan to achieve the required Quality Management System (QMS):

1. Implement QMS policies and objectives

2. Implement and maintain a documented QMS

3. Comply with the requirements of the QMS

4. Comply with statutory and regulatory QMS requirements
5. Regularly review and update policies, procedures, and processes (and objectives when needed)
6. Continually improve the system and apply corrective preventive actions

7. Avail safe workplace
8. Avail enough recourses with adequate training and awareness programs

9. Put clear responsibilities and authorities
10. Implement good customer relationship management program 

This policy will be reviewed to respond to any changes at least annually.
The Quality Management Manager is the Owner of this document. A current version of this document is available to all members of staff on the corporate intranet and is published on http://rayetna
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