Raya Data Center Acceptable Use Policy

The Raya Data Center Acceptable Use Policy (this “Policy”) describes prohibited uses of all the
services offered by Raya Data Center and its affiliate services (the “Services”) including but not
limited to services offered on the websites located at http://ww.rayadatacenter.com (the “RDC
Site”) and http://www.rayacloud.com (the “Raya Cloud Site”) including Cloud, Collocation, email
and Hosting Services. We may modify this Policy at any time by posting a revised version on the
RDC Site or the Raya Cloud Site. By using the Services or accessing the RDC Site or the Raya
Cloud Site, you or the entity you represent, or, if no such entity is designated by you in connection
with a Subscription purchase or renewal, you (“You”) individually agree to the latest version of this
Policy. If You violate this Policy or authorize or help others to do so, we may suspend or
terminate your use of the Services.

No Illegal, Harmful, or Offensive Use or Content

Transmission, storage, or distribution of any information, data or material in violation of any
applicable law or regulation is prohibited. This includes, but is not limited to: copyrighted material,
trademark, trade secret or other intellectual property right used without proper authorization, and
material that is obscene, defamatory, constitutes an illegal threat. Examples of non-acceptable
content or links: Pirated software and Hackers programs or archives.

Pornography, nudity, adult content and sex-related links are prohibited. This includes sites that
may infer sexual content, or links to adult content elsewhere. This is also true for sites that
promote any illegal activity or content that may be damaging to our services, servers or any other
Internet services.

No Security Violations

You may not attempt to circumvent user authentication or security of any host, network segment,
or account ("cracking"). This includes, but is not limited to, accessing data not intended for the
Customer, logging into a server or account you are not expressly authorized to access, or probing
the security of other networks segment.

Any deliberate attempt to cause damage to Raya Data Center services or any third party will
result in immediate service termination. No refund is given in this case.

All uploaded materials shall be owned or properly licensed by You and shall not adversely impact
the Services or violate any rights of any third parties. You are responsible for all activities
originating from your environment. The security violations and network abuse are prohibited.

Because penetration testing, security assessment and other simulated events could cause
damage. You should request permission to conduct penetration tests and vulnerability scans to or
originating from Raya Data Center environment or Services.
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